
O
ne of the axioms of white-
collar practice today is that 
companies, especially pub-
lic companies, do not liti-
gate against criminal and 

civil enforcement authorities, except 
in rare circumstances. The threshold 
for establishing corporate liability is 
too low, and the costs and risks of 
vigorously challenging the govern-
ment are too high. The typical result 
of these conditions is a negotiation 
with the government over the charg-
es included in a settlement, whether 
admissions will be required and, if 
so, their nature and scope, and how 
much the company will have to pay 
the authorities. 

In this article, we discuss two 
trends that may make the already 
constrained position of compa-
nies even more difficult in terms of 
increased exposure to liability and 
reduced opportunities to mitigate 
the terms of settlement. First, com-
panies face expanded self-reporting 
obligations, requiring them affirma-
tively to disclose to the government 
information about possible corporate 
misconduct. Such obligations come 
on top of the disclosures required of 
public companies by federal securi-
ties laws and self-reporting required 
of broker-dealers under FINRA rules. 

In effect, companies coming under 
federal regulation, and that is a large 
number of companies, may increas-
ingly have to become whistleblowers 
against themselves. 

Second, compounding the dangers 
of self-reporting, the Department of 
Justice has shown increased interest 
in using the false statement statute, 
18 U.S.C. §1001, and related theories 
of liability, against companies. In a 
number of recent, high-profile cases, 
the government has brought charges 
against companies based, in signifi-
cant part, on allegedly false or mis-
leading statements to government 
authorities. So, not only must compa-
nies increasingly report considerable 
information to the government; they 
must face prosecution for getting the 
information wrong. 

While neither self-reporting nor 
prosecution for false statements, 
in themselves, are objectionable, 
the process of enforcement can 
lead to injustice. Particularly in 
white-collar matters, companies 
and criminal authorities often dis-
agree sharply over whether a state-

ment is false and over such mental 
state issues as knowledge, intent 
and willfulness. It is one thing if 
these disagreements could be liti-
gated before a neutral fact-finder; it 
is another if, as noted, companies 
often have to concede matters that 
are subject to genuine doubt. 

Obligation to Self-Report

Issues relating to corporate self-
reporting are not new.1 What has 
changed is that, increasingly, these 
issues are arising not as a matter 
of prudence—whether a company 
should make the judgment to report 
misconduct—but as a matter of obli-
gation. In 2008, the executive branch 
adopted a mandatory disclosure rule 
that requires government contrac-
tors and subcontractors to disclose 
to the government any “credible evi-
dence” of specified criminal viola-
tions, a violation of the civil False 
Claims Act or a “significant overpay-
ment” in connection with a govern-
ment contract or subcontract.2 

The number and complexity of 
self-reporting obligations have only 
increased since 2008, particularly for 
government contractors. The Federal 
Awardee Performance Integrity Infor-
mation System, created in 2010, is a 
clearinghouse for contractor respon-
sibility information and requires con-
tractors to disclose to government 
agencies criminal convictions, civil 
liability and administrative proceed-
ings related to the performance of 
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government contracts.3 Prospective 
government contractors must also 
disclose labor violations from the 
past three years before they can 
obtain a contract.4 

The Department of Defense 
requires defense contractors to 
implement processes to detect 
wrongdoing and, if misconduct is 
found, to report it to the department. 
For instance, defense contractors are 
required to monitor and report the 
possession and use of counterfeit 
materials in the DoD supply chain,5 
and implement security measures 
to monitor and report any actual or 
potential breach of stated cyberse-
curity rules that could impact classi-
fied, controlled or technical informa-
tion.6 In most instances, contractors 
must certify their disclosures subject 
to the penalties of perjury. 

Self-reporting requirements are 
not limited to companies that regu-
larly contract with the federal gov-
ernment. Financial institutions that 
received government funds from 
the Troubled Asset Relief Program 
(TARP) are required to send regular 
reports to the Treasury Department 
which discuss the institution’s imple-
mentation and compliance with TARP 
requirements. These reports must 
be accompanied by a certification 
from a senior officer attesting that, 
to the best of his or her knowledge, 
such reports are accurate.7

Companies in industries that 
directly affect public health and 
safety have additional obligations 
of self-reporting. Food manufactur-
ers regulated by the Food and Drug 
Administration are obligated to 
report when there is a “reasonable 
probability that the use of, or expo-
sure to, an article of food will cause 
serious adverse health consequenc-
es or death to humans or animals.”8 
Drug and medical device manufac-
turers are also obliged to regularly 
file reports regarding the safety of 
marketed products,9 as well as com-

ply with reporting obligations intend-
ed to create transparency about 
the financial relationship between 
companies and the physicians who 
prescribe and use their products.10 

Under self-reporting rules, compa-
nies are often required to disclose 
information before misconduct has 
been proven, such as when any 
“credible evidence” arises. Accord-
ing to comments accompanying 
the mandatory disclosure rule, the 
“credible evidence” standard is con-
sidered higher than the “reasonable 
grounds to believe” standard, and is 
intended to allow the contractor an 
opportunity to conduct a preliminary 
examination of the evidence to deter-
mine its credibility before making a 
decision about whether to disclose 
to the government.11

Despite this elaboration on the 
disclosure standard, companies will 
have to wrestle with questions as to 
whether enough evidence of wrong-
doing exists to warrant disclosure, 
how much time it will take to gather 
the necessary information, and the 
risk of disclosing, or not disclosing, 
if initial indications of wrongdoing 
turn out to lack merit.12

Government’s Response

One of the principal risks of 
increasing disclosure obligations 
is the reporting of information that 
turns out to be incorrect. Of course, 
if false information is provided to 
the government intentionally, civil 
and even criminal liability under-
standably arises. For example, 

government agencies, such as the 
Office of the Special Inspector Gen-
eral for the Troubled Asset Relief 
Program (SIGTARP), have investi-
gated and referred matters involv-
ing false statements for criminal 
and civil enforcement.13

In many cases, genuine questions 
will arise as to whether the informa-
tion reported to the government is 
false and, if so, whether it was given 
intentionally and with knowledge 
of its falsity. In a common situa-
tion, companies, like individuals, 
may find themselves required to 
give information to government 
authorities when the facts are not 
fully known and may still be unfold-
ing, as in rapidly changing financial 
markets or an accident that affects 
the environment.14 In such cases, 
companies and law enforcement 
authorities might genuinely dis-
agree both as to the accuracy of 
the information and state of mind 
when the statements were made. 

An examination of some recent 
prosecutions illustrates the risks and 
ramifications to companies of making 
disclosures that government authori-
ties later determine to be false. 

‘United States v. Toyota Motor 
Corp.’ In the spring of 2014, Toyota 
Motor Corp. entered into a deferred 
prosecution agreement (DPA) with 
the U.S. Attorney’s Office for the 
Southern District of New York fol-
lowing a criminal investigation 
into how the company disclosed 
driver complaints of unintended 
acceleration in its vehicles. The 
government alleged that the com-
pany made misleading statements 
to U.S. regulators and consumers 
about the cause of the problem. 

In 2009, Toyota issued a limited 
safety recall of eight of its U.S. models 
to address “floor mat entrapment,” 
which caused accelerators to get 
stuck at nearly full or fully depressed 
levels. The company told the public 
that the recall “addressed the root 
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In recent, high-profile cases, the 
government has brought charg-
es against companies based, 
in significant part, on allegedly 
false or misleading statements to 
government authorities. 



cause” of the unintended accelera-
tion problem in these eight models. 

However, according to the State-
ment of Facts agreed to by Toyota 
in the DPA, Toyota’s statements in 
connection with the 2009 recall were 
false in two respects. First, inter-
nal tests conducted at the com-
pany revealed that other models 
not included in the original recall 
were also susceptible to “floor mat 
entrapment.” Second, Toyota also 
failed to disclose that it had discov-
ered another cause of unintended 
acceleration, referred to as the 
“sticky pedal” problem.  When the 
company issued additional safety 
recalls in early 2010 to address the 
sticky pedal problem and cover 
vehicles not included in the original 
recall, Toyota provided “the Ameri-
can public, its U.S. regulator, and 
Congress an inaccurate timeline of 
events that made it appear as if Toy-
ota had acted to remedy the sticky 
pedal problem within approximately 
90 days of discovering it.”15 

Toyota consented to the filing of 
a one-count information charging 
Toyota with wire fraud under Sec-
tion 1341 of Title 18. Toyota further 
agreed to pay a $1.2 billion penalty 
in the form of civil forfeiture.16 The 
settlement received court approval 
in July 2014. 

‘SEC v. Reserve Management Co.’ 
While the case against Reserve Man-
agement Co. was civil, not criminal, 
and involved statements to inves-
tors, it raises the issue of charging 
a company with false statements 
made at a time when precise infor-
mation may be hard, even impos-
sible, to ascertain.  

In 2009,  the Securit ies and 
Exchange Commission filed securi-
ties fraud charges against the mutual 
fund, Reserve Primary Fund, and its 
owners, father-and-son team Bruce 
Bent and Bruce Bent II, for false state-
ments allegedly made by the com-
pany preceding the fund’s collapse 

during the 2008 financial crisis. The 
collapse was reportedly a “significant 
turning point” in the crisis because 
money market funds had long been 
perceived as a nearly risk-free alter-
native to a bank account.17

In November 2012, the fund’s par-
ent company, Reserve Management 
Company, was found by a jury to 
have made fraudulent statements 
withholding from investors, trustees 
and rating agencies key information 
about the fund’s vulnerability during 
the crisis, especially after Lehman 
Brothers—a company in which the 
fund had substantial holdings—filed 
for bankruptcy.18 The jury rejected 
the SEC’s fraud claims against the 
Bents individually, finding only that 
the son had acted negligently.

In awarding the SEC a $750,000 
penalty in the case—a small frac-
tion of the $130 million sought by 
the agency—District Judge Paul 
Gardephe noted that the “defendants 
confronted conditions not seen since 
the Great Depression. The markets 
were in chaos and the ramifications 
of Lehman’s bankruptcy were not 
initially well understood, even by 
sophisticated fund managers and 
Government regulators.”19

Conclusion

In our present regulatory environ-
ment, companies find themselves 

reporting information to the gov-
ernment with increased frequency 
and in greater quantities. In some 
cases, companies may struggle 
with whether the events actually 
warrant disclosure. If disclosure is 
made, companies may worry about 
whether the information is accurate. 
Recent history suggests that such 
worry is justified. If the government 
disagrees with the accuracy of the 
information, a company may find 
itself, particularly in a high-profile 
case, with limited ability to contest 
the government’s allegations and 
defend its good faith. 
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Under self-reporting rules, compa-
nies are often required to disclose 
information before misconduct has 
been proven, such as when any 
“credible evidence” arises. Accord-
ing to comments accompanying 
the mandatory disclosure rule, the 
“credible evidence” standard is con-
sidered higher than the “reasonable 
grounds to believe” standard.


